# EHNAC Program Selection Guide

<table>
<thead>
<tr>
<th>If you...</th>
<th>...then you may apply for:</th>
</tr>
</thead>
</table>
| define your organization as an Accountable Care Organization, characterized by a payment and care delivery model that seeks to tie provider reimbursements to quality metrics and reductions in the total cost of care for an assigned population of patients | ACOAP  
Accountable Care Organization Accreditation Program                                  |
| are a health plan, health system, EHR vendor, implementer of HL7® FHIR®-based APIs, or third-party app developer, and you wish to demonstrate your support of secure consumer access to health data, to promote adherence to the industry’s highest standards and best practices while protecting the security, privacy and confidentiality of their patient data | CCCAP  
CARIN Code of Conduct Accreditation Program                                               |
| are a Qualified Clinical Data Registry (QCDR), provide a CMS qualified Physician Quality Reporting System (PQRS), collect medical data, clinical data, and/or statistics from providers for the purpose of patient and disease tracking to foster improvement in the quality of care furnished to patients and/or for reporting to CMS or other entities on behalf of healthcare providers | DRAP  
Data Registry Accreditation Program                                                       |
| are a health information “trusted agent” service provider (such as an EHR service provider) and act as a Health Information Service Provider (HISP), a Certification Authority (CA), and/or a Registration Authority (RA) | DT P&S  
HISP Accreditation Program                                                              |
| are any type of healthcare organization that desires to demonstrate compliance against EHNAC’s core criteria which cover, for example, HIPAA Privacy and Security, cybersecurity, customer satisfaction, business practices, physical and personnel resources, and use of third-party cloud service providers | EHNAC P&S  
HISP Accreditation Program                                                              |
| are a network or exchange that enables prescribers, payers, and pharmacists to communicate electronically through the processing of electronic prescriptions or other prescription-related transactions | ePAP-EHN  
ePrescribing Accreditation Program                                                      |
| are a health insurance payer or a healthcare insurance payer agent and desire to demonstrate that your services successfully deliver Explanation of Provider Payment (EPP) documents to providers that enable a consistent and correct application to their patient accounting platforms | EPPAP  
Explanation of Provider Payment Accreditation Program                                     |
| the information to the provider that is required regardless of the types of claims they are processing. |                                                                                          |
| are a pharmacy application vendor who would like to have your products certified to be able to process controlled substance prescriptions | EPCSCP-Pharmacy for an individual application  
e-Prescribing of Controlled Substances Certification Program for Pharmacy Applications |
| are a prescriber application vendor who would like to have your products certified to be able to process controlled substance prescriptions | EPCSCP-Prescribing for an individual application  
e-Prescribing of Controlled Substances Certification Program for Prescribing Applications |
...are a financial services organization that also provides the capabilities of an Electronic Healthcare Network (EHN)

**FSAP-EHN**
Financial Services Accreditation Program - Electronic Health Network

...are a financial services organization that provides lockbox services that include the processing of transactions containing Protected Health Information (PHI)

**FSAP-Lockbox**
Financial Services Accreditation Program - Lockbox

...consider your organization to be a Health Information Exchange (HIE) or Health Information Network (HIN), and you enable the mobilization/exchange of healthcare information electronically across organizations within a region or community, including disparate healthcare information systems, while maintaining the meaning of the information exchanged

**HIEAP**
Health Information Exchange Accreditation Program

...provide the services of an Electronic Healthcare Network including Batch, Real-time and/or VAN services while being neither a Payer nor a financial organization

**HNAP-EHN**
Healthcare Network Accreditation Program - Electronic Health Network

...provide medical claim coding, submission, follow-up, and related services on behalf of one or more medical providers

**HNAP-Medical Biller**
Healthcare Network Accreditation Program - Medical Biller

...are a healthcare insurance payer

**HNAP-Payer**
Healthcare Network Accreditation Program - Payer

...are a state-licensed organization that adjudicates claims and provides administrative services on behalf of another organization’s self-funded benefit plan

**HNAP-TPA**
Healthcare Network Accreditation Program - Third Party Administrator

...offer one or more hosted electronic health record solutions to multiple health care providers, and offer management services to health care providers that enable them to achieve meaningful use

**MSOAP**
Management Service Organization Accreditation Program

...provide outsourced technology solutions to Accountable Care Organizations in support of their goal of providing a payment and care delivery model that seeks to tie provider reimbursements to quality metrics and reductions in the total cost of care for an assigned population of patients

**OSAP-ACO**
Outsourced Services Accreditation Program for Accountable Care Organizations

...provide outsourced call center or customer support services where Protected Health Information (PHI) is viewed or otherwise accessed on behalf of Covered Entities or Business Associates as defined by HIPAA

**OSAP-Call Center**
Outsourced Services Accreditation Program for Call Center Operations

...provide outsourced FedRAMP certified cloud computing services (acting as a Cloud Service Provider, or CSP) as defined by NIST in Special Publication 800-146

**OSAP-CSP**
Outsourced Services Accreditation Program for Cloud Service Providers

...provide outsourced data center facilities in which Protected Health Information (PHI) is processed by Covered Entities or Business Associates as defined by HIPAA

**OSAP-Data Center**
Outsourced Services Accreditation Program for Data Center facilities and Services
<table>
<thead>
<tr>
<th>Service Description</th>
<th>Program Name</th>
</tr>
</thead>
<tbody>
<tr>
<td>Provide outsourced disaster recovery facilities and/or services for organizations that handle Protected Health Information (PHI) and which are Covered Entities or Business Associates as defined by HIPAA</td>
<td>OSAP-Disaster Recovery</td>
</tr>
<tr>
<td>Provide outsourced clinical health information exchange technology to HIEs, enabling them to deliver effective solutions within their defined communities</td>
<td>OSAP-HIE</td>
</tr>
<tr>
<td>Provide outsourced media storage services in which Protected Health Information (PHI) stored for Covered Entities or Business Associates as defined by HIPAA</td>
<td>OSAP-Media Storage</td>
</tr>
<tr>
<td>Provide outsourced system administration and/or network administration services for organizations that handle Protected Health Information (PHI) and which are Covered Entities or Business Associates as defined by HIPAA</td>
<td>OSAP-Network Administrator</td>
</tr>
<tr>
<td>Provide outsourced printing services where Protected Health Information (PHI) is handled on behalf of Covered Entities or Business Associates as defined by HIPAA</td>
<td>OSAP-Printing</td>
</tr>
<tr>
<td>Provide outsourced product development services that include the viewing and/or handling of Protected Health Information (PHI) on behalf of Covered Entities or Business Associates as defined by HIPAA</td>
<td>OSAP-Product Development</td>
</tr>
<tr>
<td>Provide outsourced scanning services where Protected Health Information (PHI) is handled on behalf of Covered Entities or Business Associates as defined by HIPAA</td>
<td>OSAP-Scanning</td>
</tr>
<tr>
<td>Are a developer of a health app and desire to demonstrate compliance with the AMA’s guidelines for digital health data collection and equitable data governance, showing that critical privacy principles are implemented from the ground up including industry-recognized development guidance, transparency statements and best practices, and a clear privacy notice to patients</td>
<td>PBDAP for an individual application</td>
</tr>
<tr>
<td>Provide Practice Management System solutions via software or through host-based services such as SaaS or Client-server technology</td>
<td>PMSAP for an individual application</td>
</tr>
</tbody>
</table>
| Provide a consumer-facing application that:  
  - is a patient-facing app and is not used by providers,  
  - uses the SMART App Launch Framework (see [https://hl7.org/fhir/smart-app-launch/1.0.0/](https://hl7.org/fhir/smart-app-launch/1.0.0/)),  
  - supports individual sign-on to access FHIR data about one patient at a time, AND  
  - requires patients or their representatives to sign in using the credentials issued by the data holder or via UDAP Tiered OAuth | TDRAP-Basic for an individual application |

...to enable access to data with a patient’s "App of their Choice" or with another FHIR client for patient-directed exchange, and of the application only enables this data access workflow.
...provide healthcare data handling client or server solutions including:
- FHIR-based client services that do not meet the requirements for TDRAAP-Basic, and/or
- FHIR resource server capabilities, and/or
- OIDC identity service providers

<table>
<thead>
<tr>
<th>(this includes but is not limited to clients that are provider-facing, and/or support bulk data or broadcast queries, and/or operate as privileged clients using their own credentials)</th>
</tr>
</thead>
</table>

…provide Health Information Network services based upon current TEFCA guidelines, and desires to demonstrate the ability to align with current TEFCA QHIN-like responsibilities (note that Organizations must have HITRUST Certification to be accredited for this program)

<table>
<thead>
<tr>
<th>TDRAAP-Comprehensive for an individual application</th>
</tr>
</thead>
<tbody>
<tr>
<td>Trusted Dynamic Registration &amp; Authentication Accreditation Program - Comprehensive</td>
</tr>
</tbody>
</table>

…desire to act as a Participant or as a Participant Member and desires to demonstrate the ability to align with current TEFCA Participant-like responsibilities (note that Organizations must have HITRUST Certification to be accredited for this program)

<table>
<thead>
<tr>
<th>TNAP-QHIN</th>
</tr>
</thead>
<tbody>
<tr>
<td>Trusted Network Accreditation Program for Qualified Health Information Network Applicants</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>TNAP-Participant</th>
</tr>
</thead>
<tbody>
<tr>
<td>Trusted Network Accreditation Program for QHIN Participants and Participant Members</td>
</tr>
</tbody>
</table>